
 
 
 

BEML WEBSITE POLICY 
 

 
WEBSITE SECURITY POLICY 

 
 
BEML website contains information which is freely accessible, and may be 
viewed by any visitor. However, the website maintains a copyright interest in 
the contents of all of its websites.  
 
Except for authorized security investigations and data collection, no attempts 
will be made to identify individual users. Accumulated data logs will be 
scheduled for regular deletion. The Website Privacy Policy details our position 
regarding the use of personal information provided by customers/visitors. 
 
Unauthorized attempts to upload information or change information are strictly 
prohibited, and may be punishable under the Computer Fraud and Abuse Act of 
1986 and the National Information Infrastructure Protection Act. 
 
User ID and Password Policy: 
 

� Access to sensitive or proprietary business information on BEML 
websites is limited to vendors who have been determined to have an 
appropriate business reason for having access to such data. All 
registered vendors who are granted security access will be identified 
by a user name provided by BEML SRM/SCM group. 

 
� Vendors who are granted password access to restricted information 

are prohibited from sharing those passwords with or divulging those 
passwords to any third parties. User will notify us immediately in the 
event a User ID or password is lost or stolen or if User believes that a 
non-authorized individual has discovered the User ID or password. 

 
If you have any questions or comments regarding BEML Website Security Policy, 
please contact the Web Information Manager by using the Feedback option in 
BEML website.  
 

 


